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TiSecurityStandard

1. Hardware
and Software

Hardware requirements
« Personal Computer with Pentium processor >400 MHz

requirements + 256 MB RAM
+ SVGA graphics card with resolution 800x600
Please note: The TiSecurity- .
Polyx programis the essential + CD-ROM unit
tool for the configuration « Mouse

of the 3485STD Burglar
alarm Unit.The content of
this program is under the
exclusive rights of Bticino
SpA.

Software requirements

« Windows 2000, XP or Vista; Internet Explorer 6.0 or higher.
Space used on hard-disk

+ 91 Mbyte.

Basic concepts

Please note: For proper fun-
ctioning of the software, the
3485STD Burglar Alarm Unit
must be installed according
to the indications specified
in the installation manual
supplied with the device.

The TiSecurityStandard software is used for the configuration of the 3485STD Burglar alarm Unit
which combine the burglar alarm and telephone dialling device into one device.
After opening the program, the following screen will appear:

CEX

[ TiSecurityStandard
File Edit Tools Language 7

D Mewy D"' Open u Save QJ)) Messages Iﬁ Connection

IMyHome central unit
=@ Burglar alarm
= zone @
B comman objects (@)
B connectors (0)
B zone 1 - Zone 1 (@)
B zane 2 - zone 2 (0)
B zone 3- Zone 3 (@)
B zone 4 - Zone 4 (O)
B zane 5 - zone 5 (0)
B zone 6 - Zane 6 (@)
B zone 7 - Zone 7 (0)
B zane 8- zone 8 (0)
B auxiliary 0)
@ sutomations (0)
€ User preferences
=/ Installer preferences
= Key Management (0)
18) Scenarios ()
- Dialling device
&3 Telephone number directory
% Set calls ()
--{8 Telephone Functions
oz Black (0)
% Protocol
&l Line test
T Telephone contrals ()

Port: COMS ~ Elanguage ~ htlnlnu )

MyHome burglar alarm switchb.

MyHome burglar alarm switchb.

< | =

180272008 15:35 Unit 3456

Depending on the technician and user’s needs, it is possible to begin with a new configuration or
change an existing configuration.
In this manual the various screens will refer to the second mode.

Creating a new configuration:
- Start TiSecurityStandard
- Execute and save the configuration
+ Send data to the Unit

Modifying an existing configuration:
- Execute the system auto-learning function from the Unit
- Receive data from the Unit with TiSecurityStandard
- Edit, if required
- Send data to the Unit

In order to perform a proper configuration, it is necessary to execute the system auto-learning function
before connecting the Unit to the PC.

Using the Firmware Update function, with the TiSecurityStandard it is also possible to update the
permanent Control Unit Software, using new issues published by BTicino.
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| TiSecurityStandard
File | Edit Tools Language 7
O Hew Chrl+M | paramete
= Cpen Chrl+O ~
E Save Chrl+5 i
Save with name . . .
Export configuration D
Exit
[TTEg ZOre I Zure )

SecurityStandard

Edit | Tools Language 7

Import messages from project . . .

Import configuration data from project . . .
Load pre-defined audio messages

Select all messages Ctrl
Select all fixed messages

+4  Home
F9

2.1 Menus and general buttons for selecting functions

The main functions that can be executed with TiSecurityStandard can be selected by using the icons
in the toolbar or by opening drop-down menus, thus selecting the various options. Quick keys can

also be used for some functions, like:

to create a new project, it is possible to select New from the File drop-down menu, from the toolbar
and from the keyboard by using the keys Ctrl +N.

The followings functions are included in the toolbar:

Save the current
project

Create a new
project

Opens the Para-
meters section

I D ey D”'Open ﬂ Save qi)) Messages Connection

Opens an existing
project

Executes connection to

Opens the Voice
message section

Select the interface
language

Executes connection to

the Bticino website

Selects the serial port of
the PC to which the Unit is
connected

The followings functions are included in the drop-down menus:

“File” menu

* New

* Open

* Save

* Save as (with name)

* Export configuration

* Exit

“Edit” menu

° Import messages from project
* Import configuration data from project

* Load pre-defined audio messages
* Select all messages

* Select all fixed messages

creates a new project
opens an existing project

saves the current project

Port COM2 ~ EElanguage ~ htlnlnn ) I

saves the project after requesting a file name

exports the project thus creating a file with
extension .csv which can be imported into

Microsoft Excel®.

exits the program

imports all voice messages from an existing

project

imports all configuration data from an existing

project

retrieves voice messages set up for the Unit

selects all messages of the project

selects all fixed messages of the project
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Tools | Language 7
B parameters F3 | i) Mes
qﬂ) Messages F4
My
g Update Firmware . . F7
Connection with unit F&

Language | 7

English irameters| cJi) Messages
Mederlands
~
Frangais —
Deutsch MyHome bu
Italiano
Portugués
Espafiol

About . . ages Conne
Supported versions

“Tools” menu

° Parameters opens the Parameters section

* Messages opens the Messages section

* Receive configuration receives the configuration from the Unit, it is active only
when connecting to the Unit

* Send configuration sends the configuration to the Unit, it is active only when
connecting to the Unit

* Update Firmware starts the Unit firmware update procedure

* Connection to Unit enables connection between the PC and the Unit

“Language” menu

o select the TiSecurityStandard interface language

“?” menu

* About... displays information on the TiSecurityStandard program

* Supported versions displays information on TiSecurityStandard, hardware and

software versions of the Unit

The status bar shows the following information:

Current data Loaded project file

I 19022008 | 0846 Certrale 3485 File: ]

Current time Type of Unit
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3. Importing data

from an existing

Itis possible to import data (configuration parameters and voice messages) from a previously saved
project file.

project

3.1

Importing voice messages

To import voice messages from a project file:

> Select Import messages from project from the Edit menu

[ TiSecurityStandard

Edit | Tools Language 7
| Impart messages from praject . . .

sages | [B;| Connection Port: COM2 =

B - hhicing .

Import configuration data from project . . .

Load pre-defined audio messages ive Send Event memory Infarmation

Chrl+A
Fa

Select all messages Home burglar alarm switchb.

Select all fixed messages

B Connectors (0)
BH zone 1 - Zone 1 (D)
B zone 2 - Zone 2 (@)

The following screen will appear

Please note: it is recommend
to save the current configu-
ration file of before starting
the procedure.

Import messages from Project

Look in: I () Projects

Progettol.jai
Progetto2. jai
Progetto3.jai

-~ EBEcE

My Recent
Documents

Desktop

My Documents

by Computer
My Network  File name: < Open
Places I J I_I
Files of type: IFiIe jai [*jail j Cancel

% |

> Select the project file (. jai) from where you want to import the messages
> Click the Open button

TiSecurityStandard

Wait . .,

Import in progress . . .

When the procedure has been completed, the imported messages will appear

[ TiSecurityStandard

File Edit Tools Language 7

[ New [ open [E Save /D Parameters |Eﬂ=)) Messages| E Disconnection | fort COME -~ BELanguage ~ htlnlnn ;

Send Listen Receive » Import way ’ Listen stop @ Record

Message Content

= [[] common messages

= 1 Antinkeicion meccanec
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3.2

Importing configuration data

To import a previously saved configuration:

> Select Import configuration data from project from the Edit menu

[ TiSecurityStandard

Edit | Tools Language 7

Import messages from project . . .

I

Import configuration data from project . . .

lsages W ot COMS o Language htlﬂl“u .

Load pre-defined audio messages

Select all messages

Select all fixed messages

Chrl+A

F9

|
Eive =7 Send Event memary

Infarmation

Home burglar alarm switchb.

B connectors (1)

B zone 1 - zona 1(1
[ zone 2 - zona 2(2
B 7ane 2 - 70na i

The following screen will appear

Import messages from Project |E]IX|

Please note:itis recommend
to save the current configu-
ration file of before starting
the procedure.

Look in: ] 1) Projects

= @3t E-

My Recent
Documents

Desktop

\$

My Documents

%}L

My Computer

&£

Frogettol Jjai
Prugettnzjai
== Progetto3. jai

My Network.
Places

File name:

Files of type:

I

L] Open I

~| Cancel

7 |

> Click the Open button

> Select the project file (. jai) from where you want to import the configuration

TiSecurityStandard

Wait . . .

Loading in progress . . .

When the procedure has been completed, the new configuration will appear

[ TiSecurityStandard

File:

Edit  Tools

Language 7

g Language ~ »

MyHore central unit
= Burglar alarm
= 2one (12)

B common objects (2)
B connectors (2)

B zone 1 - zona 1(1
B zone 2 - zona 2(1
B zone 3 - zona 3(3
B zone 4 - zona 4(3

M 7rmm £ - smin = o

? Receive Send Event memory

@ MyHome burglar alarm switchb.

nfarmation
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4. Connecting to the
Unit

To access some functions (e.g. Receive configuration, Send messages, etc.) there must be a connec-
tion between the PC where TiSecurityStandard is installed and the Unit, following the operation
described below.

> From the Port menu, select the serial port address of the PC you want to connect the Unit to

(COM1, COM2, etc.).

> Select Connection to Unit from the Tools menu

A TiSecurityStandard

File Edit Language ?
) mew %Parameters lﬂ’)) Messages Connection Port: COMS - %Language - »
Q’)) Messages a4
Figuration ES R Send Ewvent memory Information
E7
F8 |
Zone 1 - zona 1(1

1 - BE SURE THAT THE UNIT HAS ACQUIRED THE BURGLAR ALARM SYSTEM CONFIGLRATION BY MEANS OF THE
AUTO-LEARNING FLUNCTION

2 - Switch the unit ta maintenance

3 - Connect the programiing cable to the device

@\ Toconnect the unit, execute the Following operations:
. J

4 - Push OK ko continue

o]

Cancel |

> Execute the required operations and then click OK

Select the maintenance menu
of the Unit and start the auto-
learning function

Slide switch

MANUTENZIONE
Programma chiavi
Test sistema
Apprendimento
Config. sistema

*x © ® ® @
[ T [ T 1

Flip the slide switch to off

Click the OK button

Connect the programming cable to a
serial port or USB of the PC and to the
6-way connector of the Unit

»] X L
o] (o]

Lhena
setases

Item 3559

é
\J
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TiSecurityStandard

I— Wilait .

Block reading 6592

At this stage, by clicking the Details button, it is possible to display the list of communication acti-
vities between the personal computer and the unit.

18/02{2008 15:28:32
Diversities have been found between the current project configuration and those saved in the contral unit,
Conkinue anyway?

i)
[>

= 18/02/2008 15:28:35
@ Operation cancelled by the user

18/02/2008 15:28:35
@ End connection with the device

18/02/2008 15:28:38
@ Close communication port

18/02/2008 15:28:39
@ Dpen communication port

18/02/2008 15:28:42
(@) Start connection with the device

[=

Empty Expart . . . Quit

When connecting to the Unit, a comparison will be made between the configuration of the Unit
which reflects the real system, and the configuration of the current project.

If the configurations are different, the following warning message it will appear:

i Discrepancies of correspondence between the project data and those saved in the device have been found. Do you
k want ta see the detail?

Zohe Device Parameter Project value Device value Notes
Common objects Internal siren 1 Presence of peripheral present not present
Connectors Peripheral 1 Type Connector Trasponder reader
Connectors Peripheral 2 Presence of peripheral present not present
Connectors Peripheral 2 Type Division None
Zone 1 Peripheral 1 Type Contact interface IR sensor
Zone 2 Peripheral 1 Type Contact interface IR sensor
Zone 2 Peripheral 2 Presence of peripheral not present present
Zone 3 Peripheral 2 Presence of peripheral present not present
Zone 3 Peripheral 2 Type IR sensor None
Zone 3 Peripheral 3 Presence of peripheral present not present
Zone 3 Peripheral 3 Type IR sensor Mone
Zone 4 Peripheral 2 Type Radio Receiver Keypad with display
Zone 4 Peripheral 3 Presence of peripheral present not present
Zone 4 Peripheral 3 Type IR sensor Mone
Expart . . . Quit

The data can be exported into a file with extension .csv, which can be imported in Microsoft

Excel.
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> The following message will appear if click QUIT

Attention

unit,
1t is advisable to update the project to the system configuration present in the unit,
Do you wank to load the system configuration present in the unit in the current project #

\t:) Differences have been detected between the system configuration of current project and those memorised in the
-

es Mo

> Click YES to load the configuration of the system in the Unit
> Click NO to keep the current project unchanged

However, there will be a connection to the Unit.

At the end of the procedure the Connection button will change into Disconnection.

[ TiSecurityStandard

File Edit Tools Language 7

B i ~ x

I;\’I);Hume central unit = | 4 Receive =i Send Event memory Ini i

- Burglar alarm S
B Zone (12) =l MyHome burglar alarm switchb.

EH common objects {2)
H connectors (2)

[ zone 1 - zona 1(1
[ zone 2 - zona 2(1
[ zone 3 - zona 3(3
[ zone 4 - zona 4 (3

It is now possible to swap data with the Unit
Click Disconnection to stop connection.

The following message will appear

Attention

To disconnect the unit, execute the Following operations:
Wl) 1 - Disconnect cable Fram unit
2 - Push OK

> Disconnect the programming cable from the Unit
> Click the OK button

5.

Exchanging data
with the Unit

When the connection to the Unit has been activated, it will be possible to:

. Send/receive configuration parameters
. Send/receive voice messages

o Receive the history of events from the unit

Refer to paragraphs “7.2 Exchanging configuration parameters with the Unit”and “8.2 Exchanging
voice messages with the Unit” to carry out these functions.
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6. Parameters In this section it is possible to execute the Unit parameters configurations.

6.1 Work area

[ TiSecurityStandard

File Edit Tools Language 7

[ new [ open [ save Q>)) Messages Connection port COMS -  Dglanguage - htlnlnu

MyHome central unit N o
- Burglar alarm
= Zone (12) MyHome burglar alarm switchb.
B common objects (2)
EH connectors (2)
B zone 1 - zona 1(1)
B zone 2 - zona 2(1)
B zone 3 - zona 3(3)
[ zone 4 - zona 4 (3)
B zone 5 - zona 5 {0)
B zore 6 - zona 6 (0)
B zore 7 - zona 7@
B zone 8 - zana 8@
B auxiliary ©)
@ Automations (5)
€ User preferences
=/ Installer preferences
@ Key Management (3)
18) Scenarios (16)
= Dialling device
£3 Telephone number directory
% Set calls (2)
=& Telephone Functions
Yz Black (0)
¥ Protocal
B Line test
T Telephone controls (0)

MyHome burglar alarm switchb.

In this section all typical parameters for the configuration of the Unit are displayed, represented
hierarchically with a tree structure on the left side.

On the right side, a specific template for inputting data and, if the connection is active, for commu-
nicating with the Unit can be displayed by selecting each element of the hierarchic structure.

[ TiSecurityStandard

File Edit Tools Language 7
[ mew [= Open ﬂ Save Qs) Messages Connection Port; COMS  + ELanguage w htlnlnn B
MyHome central unit : f natior
= Burglar alarm _ -— — —
- 2one (12) =] % Device 1 - periferica 1 5
EH common objects (2) p— s
(3
[ zone 1 - zona 1(1) Active Vs
B zone 2 - zona 2(1) Description petiferica 1
[ zone 3 - zona 3(3)
[ zone 4 - zona 4(3) Tvpe . I
H zone 5 - zona 5 (0 Yersion 10.6
Zone 6 - zoha 6 (0
% Zane 7 - zona 7 EU§ =] . Device 2 - periferica 2
B zone 8 - zona 8 (@ Present ¥ YVes
H Aumha.ry @ Active ¥ Yes
@ Automations (5)
€ User preferences Description periferica 2
=/ Installer preferences Tupe . Division
=2 Key Management (3) L
i8) Scenarios (16) Version 10.6
=424 Dialling device D =
&3 Telephone number directory |
% Set calls (2) A=
=& Telephone Functions -
i1
Yz Black (@) E—
W Protocol
J3 Line test F - 2
‘;% Talephons controks. (0) Device 1 - periferica 1




R
_ B connector

Wersion

= -
Device 2 - periferica 2
B comnector
& oivision
. Expander
[ Trasponder reader
B ioh frequency radio recenver
5] verpas with dispoy
B8 connector with keypad
. Transponder divider
[3 Radia tech. alarm

Data input template

Send configuration to the
Unit

Displays information

Communication bar with

Receives the history of
the Unit

Receives configuration /
events from the Unit

from the Unit

¥ tes
Active J Yes
Fixed zone — Description periferica 1 Data input
Type . Connectar zone
Wersion 10.6
. Device 2 - periferica 2
—
=
=
=]
==
=
=21
Help zone Present
Define the presence of device

The upper bar includes the commands for communication with the control unit (only active when
the connection with established PC); the central section is for data entry, and will vary depending
of the selected parameter; the lower bar displays the instructions to guide the user through the
data entry procedure.

6.1.1 Data input procedure

Inputting by typing in data:
> Click the data input zone
> The text, if any, will be edited (e.g. Input)

> Typeinnew data

Inputting data with the drop-down menu:
> Click the data input zone; the | % button will appear
> A drop-down menu will appear after clicking the button

> Select any data available
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Inputting data with the sliding menu:
Byt _ > Click the data input zone; the : button will appear

> Use the button to move through the available data

Inputting with an independent window:

- > Click the data input zone; the E button will appear

> Anindependent window will appear after clicking the button

ion DPEN 3]
utomation ] Scenarinsl Temperature cnnh’nl] Burglar aIarmI Auxiliaryl Manual I
~ Type of Object [~ Addre:
Actuator -
~Command ]F‘o\nt—point |
oM | [Pairt 11 -

Mone: I Cancel I Confirm

> Enter the data

> Click OK to close the window
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6.2 Exchanging configuration parameters with the Unit

6.2.1 Receiving configuration parameters

This function allows you to receive the configuration parameters from the Unit.

> Execute the Connection to Unit procedure

> Click Receive button

[ TiSecurityStandard

File Edit Tools Language ?

D e 0o 5o D s T —
AyHome central Lnit Receive =3 Send Event memory Information

=1 g Burglar alarm
= Zone (8) MyHome burglar alarm switchb.

BH common objects (1)

B connectors (1)

[ zone 1 - zona 1(1)
B zone 2 - zona 2(2)
B zone 3 - zona 3(1)
B zone 4 - zona 4(2)

The following screen will appear

\?/I Are vou sure you wankt bo receive configuration from the unit ?

es Mo

> Click the Yes button

If the current project has not been saved, a reminder appears on the screen.

:{) Current project has been modified. Saveit ¥

es Mo

> Click the Yes button

TiSecurityStandard
I— Wait, .

Black reading 16704

Details

When the procedure has been completed, the Unit configuration parameters will be available in
the relative section for future verifications or changes.

To activate a new configuration the sending procedure, described in the following paragraph, must
be completed.
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6.2.2 Sending configuration parameters

This function allows you to send the configuration parameters to the Unit.
> Execute the Connection to Unit procedure
> Click Send button

[ TiSecurityStandard
File Edit Tools Language 7
00 New & open [ save <) Messages I Skacotl | ([ [) ]
NEHome central unit 5 Receive Send Event memary nfarma
=g Burglar alarm
= Zone (8) = MyHome burglar alarm switchb.
EH common objects (1) Hardware Yersion 2
B connectors (1)
B zone 1 - zona 1(1) Firmware Yersion 6
B zone 2 - zona 2(2) Firmware Release 15
B 7aone 3 - 70na 21

The following screen will appear

Attention

\?f) Are you sure wou want ko send configuration o the unit 7

Yes Mo

> Click the Yes button

If the current project has not been saved, a reminder appears on the screen.

Attention

\?/I Current project has been modified. Save it ?

Yes Mo

> Click the Yes button

TiSécurityStand#rd

I_ Wait .

Sending programming requast

Details

When sending the parameters, a comparison will be made between the configuration of the Unit

and the configuration of the current project, if these are different the following warning message
will appear:

Attention

i Discrepancies of correspondence between the project data and those saved in the device have been found. Do you
k want ko see the detail?




Click Yes to display all differences found.

Zone Device Parameter Project value Device value Notes
Common objects Internal siren 1 Presence of peripheral present not present
Connectors Peripheral 1 Type Connector Trasponder reader
Connectors Peripheral 2 Presence of peripheral present not present
Connectors Peripheral 2 Type Division None
Zone 1 Peripheral 1 Type Contact interface IR sensor
Zone 2 Peripheral 1 Type Contact interface IR sensor
Zone 2 Peripheral 2 Presence of peripheral not present present
Zone 3 Peripheral 2 Presence of peripheral present not present
Zone 3 Peripheral 2 Type IR sensor Mone
Zone 3 Peripheral 3 Presence of peripheral present not present
Zone 3 Peripheral 3 Type IR sensor Mone
Zone 4 Peripheral 2 Type Radio Receiver Keypad with display
Zone 4 Peripheral 3 Presence of peripheral present not present
Zone 4 Peripheral 3 Type IR sensor Mone
Export . .. Quit

When No is clicked (or Quit in the error window), the following message apperas:

Attention

£

Differences have been found between the spstem configuration of the cument project and that

mernarized in the unit.
Sending the configuration of the current praject, the spstem should nat wark.
Continue ?
Force: download configuration on the unit
Align: alignes the project configuration with that of the unit without downloadin anything

Cancel: aborts the download operation without aligning
Cancel

Aligne I

> Clickthe Force button to send the parameters of the current project to the Unit and then modify
its configuration.

> Click the Align button to change the parameters of the current project, thereby aligning them
with the configuration of the Unit.
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6.2.3 Receiving the history of events

This function allows you to receive the history of events. This is the chronological list of all events
occurred on the burglar alarm system, and recorded by the Unit.

> Execute the Connection to Unit procedure

> Click Event memory button

[ TiSecurityStandard Q@@

File Edit Tools Language 7

[ Mew & open [ save i) Messages Port 15 B Language ~ »
E"I);'Hume central unit 3| Receive Send Event memory Information
=1 g Burglar alarm

5 Zone (12) MyHome burglar alarm switchb.

EH common objects (2)

B connectors (2)

[ zone 1 - zona 1(1)
B zone 2 - zona 2(1)
B 7znne 2 - 7znna 2N

The following screen will appear

Attention

\“.’/I Are wou sure you want o receive events memorised by unit 7

es Mo

> Click the Yes button

TiSecurityStandard
I— Wait, .

Sending pragrarnming request

Details

When the procedure has been completed, you will see a window showing the list of events recorded
by the Unit in the history of events.

001 - 01/01/2000 00:00:30 ~
O cmon B

002 - 01/01/2000 00:00:25
Tamptest error External Siren 1 {C3)

003 - 01/01/2000 00:00:19
Exit maintenance

004 - 01/01/2000 00:00:13
0 cmon

005 - 01/01/2000 00:00:05
Tamptest error External Siren 1 {C3)

006 - 01/01/2000 00:00:13
O cmon

007 - 01/01/2000 00:00:05
@) Tamptest error External Siren 1 (C3)

008 - 01/01/2000 00:00:13
O cmon

009 - 01/01/2000 00:00:05
) Tamptest error External Siren 1 {C3)

010 - 01/01/2000 00:00:45

Export . ..

> Click the Export button to export the event memory into a file



The following message will appear:

\ ? ) Are wou sure you want ko export visualised events ?

‘es Mo I

> Click the Yes button

The following screen will appear:

Salvain: IE)Expult j - ek BB

My Recent
Documents

@

Desktop

= £
of =
7 Sig 2 3

3 2
2 3
£ F
@ 3

7

My Netwark File name: I\ j ‘L‘

Places
Salva come: |File esv [.csv] ~| Cancel

|

> Name thefile

> Click the Save button
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6.3 Configuration of the Burglar alarm section

In this section it is possible to set up the part of the Unit related to the burglar alarm system.

The options are as follows:

* Zones

* Automations

* User Preferences

e Installer preferences

* Scenarios

[ TiSecurityStandard

File Edit Tools Language 7
[ new (& open [ save ) Messages Connection port COMS '+ | Dlanguage ~ htlclnu

MyHorme central unit
=i Burglar alarm
] Zone (12) MyHome burglar alarm switchb.
EH common objects (2)
B connectors (2)
[ zone 1 - zona 1(1)
B zone 2 - zona 2(1)
B zone 3 - zona 3(3)
[ zone 4 - zona 4(3)
B zone 5 - zona 5 (0}
B zone 6 - zona & (0}
B zone 7 - zona 7 (D)
B zone & - zona 8 (0)
B susiliary @)
@ Automations (5)
€ User preferences
=-/B Installer preferences
2 Key Management (3)
18) Scenarios (16)
=2 Dialling device
&3 Telephone number directory
% Set calls (2)
- {8 Telephone Functions
Tz Block (0)
¥ Protocol
B Line test
T Telephone controls (0)

MyHome burglar alarm switchb.

< | @

18102/2008 1700 Centrale 3485

The tree structure will show the configured components with their number in brackets.



]

=+ send [E] Event memory Formation
I - -
]

r ¥ ves

Receive =7 Send [=] Event memory

= Device 1 - periferica 1
Present ¥ ves
Active @ Mo

Description periferica 1

6.3.1 Zones

This screen shows the list of zones in which the burglar alarm system is divided. For each zone it is
possible to enter a reference name which identifies it (eg. Entrance).
Entering the description of a zone is possible only after the configuration of at least one device

belonging to this zone.

[ TiSecurityStandard

File Edit Tools Language 7

B MyHome central unit

= Burglar alarm

E
B common objects
H connectors (2)
[ zone 1 - zona
[ zone 2 - zona
[ zone 3 - zona
B zone 4 - zona
B zore s - zona
B zore 6 - zona
B zore 7 - zona
B zore g - zona
B auxiliary (0)

@ Automations (5)

€7 User preferences

=B Installer preferences

1#) Scenarios (16)
=42 Dialling device

(2)

1(1)
2(1)
3(3)
4(3)
5@
6 (@)
7O
8O

2 Key Management (3)

£3 Telephone number directory

& Set calls (2)
=8 Telephone Functions
Tz Block (D)
% Protocol
Bl Line test
T Telephone contrals (0)

-

|

3| Receive =i Send Event memory

=]

m Zone 1 - zona

Descripkion

E Zone 2 - zona

Descripkion

E Zone 3 - zona

Descripkion

E Zone 4 - zona

Descripkion

Zone 1 - zona 1

1

4

zona

zona

zona

zona

|1ata2x2003 [ amoo | Centrale 3485

The following paragraphs will describe how to set up devices in different zones; to perform these
configurations, the device must be present.

The present devices will be displayed in red.
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Common objects

This screen displays the devices which are common to the whole unit.

Itis possible to indicate the presence of the device and to enter a description.

[ TiSecurityStandard

File Edit Tools Language 7

[ ew G5 oo sove O —

B Language ~

f:’l);’HDme central tinit 3| Receive =b7 Send Event memory

= g Burglar alarm
- Zone (12) =] @ Power supply - periferica 2

£ iiCommon objects (2 ) 7

B connectors (2)

B zone 2 - zona 2(1) i ferica
[ zone 3 - zona 3(3)
[ zone 4 - zona 4(3)

% Telephane cantrals (0) Power supply - periferica 2

< |

|»

B zone 1 - zona 1(1) Power supply = o battery

B zone 5 - zona 5 (0 =] External siren 1 - periferica 3
B zone 6 - zona )] -
B zone 7 - zona 7 (D) Present ¥ s
B zone 8 - zona 8 () Description periferica 3
H Auxilia.ry CY Wersion 10.6
@ Automations (5)
€ User preferences =
=-/B Installer preferences & n
2 Key Management (3)
i#) Scenarios (16) = @
=-# Dialling device @
&3 Telephone number directory |
% Set calls (2) = g
--{& Telephone Functions = I Internal siren 1 - periferica 10
E E:DDCDEE(DD') Present < Yes
E Line test Description periferica 10

| ¥

|<

Connectors

This screen displays the connectors included in the burglar alarm system.
Itis possible to signal the presence, activate, enter a description and select the type of connectors

among the available ones.

A TiSecurityStandard Q@E

File Edit Tools Language 7

D tew G5 open (@l ve ) wessages

% Language -

MyHome central unit 3| Receive =bi Send Event memory

= h‘ Burglar alarm
= Zone (11) = . Device 1 - periferica 1

EH common objects (2) — N

B connectors (1)

[ zone 1 - zona 1(1) Active < ves

[ zone 4 - zona 4(3)

E Zone 2 - zona 2(1) Description periferica 1
Zone 3 - zona 3(3
() . Division

B zone 5 - zona 5 () Version m— lore
B zone 6 - zona & (0)
B zone 7 - zona 7 (D)
B zone & - zona 8 (0 &
B susiliary @) o
@ Automations (5)
€ User preferences &
B Installer preferences &
=@ Key Management (3)
i#) Scenarios (16) =
=2 Dialling device "
&3 Telephone number directory

% Set calls (2)

=
. Division
. Expander

= Trasponder reader

- {2 Telephone Functions G Radio tech. alarm

. High frequency radio receiver
E Keypad with display

. Connector with keypad

. Transponder divider

Wz Block (D)

i Protocal

B Line test
T Telephone contrals (0) o
Select the device type




Zones 1...8

This screen displays the devices included in the single zones.
It is possible to signal the presence, activate, enter a description and select a type of device.

[ TiSecurityStandard

File Edit Tools Language 7

% Language -

D’I;:Home central unit Receive =3 Send Event memory @ Information
= q§ Burglar alarm
= Zone {11) = . Device 1 - periferica 1
EH common objects (2) —  Ves
B connectors (1)
B zone 1 - zona 1(1) Active V' es
EH zone 2 - zona 2(1) Description periferica 1
B zone 3 - zona 3(3)
B zone 4 - zona 4(3) . Contact interface
B zore 5 - zona 50 Delayed {can be delayed) = [jone A
B zore & - zana 6 (0}
ersi
E Zone 7 - zona 7 (D) ‘ersion = IR sensor
B zone & - zona 8 - .
lﬂ Aumlla.ry @ -— . Radio Receiver
@ Automations (5)
€ User preferences - H Dauble technology sensar
= ﬁ Installer preferences = {:ﬁ Basic contact interface
2 Key Management (3)
_:5) Scenarios (16) [} E Trasponder reader
=& Dialling device = . High frequency radio receiver 4
£3 Telephone number directory
% set calls (2) -— I Reinforced door
S Telephone Functions [ — E Keypad with display
Tz Block (0
mj Pro‘a:c(ol) . Connector with kevpad
o 8 Line test . Transponder divider 2
B\ ISR SRR AN

Furthermore, it is possible to enable/disable the activation delay the device can be delayed or
not depending on the type of device selected and on its firmware version.

[ TiSecurityStandard

File Edit Tools Language 7

% Language -

MyHome central unit
= h‘ Burglar alarm

=& 2one (11)

B zore 5 - zona 5 ()
B zore 6 - zona 6 (D)
B zore 7 - zana 7 (D)
B zore & - zana g (D)
B auxiliary ©)

@ Automations (5)

€ User preferences

=-/D Installer preferences

=@ Kpv Mananement {3}

7 Receive =7 Send Event memory (2] Information

= . Device 1 - periferica 1

elayed {can be delayed)

Yersion

EH common objects (2) — A
EH connectors (1)

[ 2one 1 - zona 1(1) Active < ves

B zone 2 - zona 2(1) Description periferica 1

B zone 3 - zona 3(3)

[H zone 4 - zona 4(3) Type . Contact interface

¥ es

& Mo
v

When you click the Information button, you will see a screen which will show how the delay time

will be set up for the devices of the zone.

nformation on the devices in Zonel

N device delayed |  Delay in entry Delay in exit
VES Yalue set to User Yalue set to User
preferences preferences
Yalue set to User
N 0 sec.
preferences
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Local contacts 1 and 2

In addition to the devices that can be installed on the system, the central unit also directly manages
2 internal contacts (local contacts 1 and 2); these can be assigned both to the same zone and to
different zones, by selecting them from the list of devices.

Once assigned, they will no longer appear in the list.

I TiSecurityStandand g@
File Edit Tools Language 7
[ new & open [5] save qﬂ) hessages Connection Port COM1 = ELanguage @ htlnlnu
E MyHorne central unit 5 [Z) Trformation
- Burglar alarm
. Zone (4) = wmm Devicel -
B common objects (2) Present ¥ es
H connectors (1) )
[ zone 1 - Zone 1 (1) Active o tes
B 7one 2 - 7one 2 @) Diescription
B e s s 0 e
Type - I v
B Zone 4 - Zone 4 @ LS il
B Zone 5 - Zone 5 @@ Dielayed {can be delayed) E ]
Keypad with display
BH Zone 6 - Zone 6 (@) e
H zone 7 - Zone 7 @ . Connector with keyvpad
- + -
H ZDm_g_S Zone 8 (0) . Transponder divider
B auxiliary (0) -
% Automations (D) Mini IR sensor with adjustable sensitivity
+ -
User preferences E DIM contack interface
=/ Installer preferences + —
=2 Key Management (0) 1 Radia interface
» . =]
18) Scenarios (@ D Fradio TR
-2 Dialling device + - )
£3 Telephone rurher directory o = B p S
% Set calls (0) E Contact interface DIN 12v
-] Telephone Functions + -
{Ej Conkact inkerface Basic 12v
Wy Block (0} b
W Protocol Type _ [
By | Select the device type —
< S Local input 2 z
11/06/2013 1521 Unit 3435570 File:

After assigning the contact to the zone, the contact mode can be set.

Local input 1

Mormally closed

Delayed (can be delayed) Marma

Wersion Marmally closed - delayable
+ - Mormally open
+ —

Marmally open - delayable

For the operating modes with “delay” function, the activation delay time will be the same as the
one set in the User Preferences menu.

= €7 User preferences

User Code 00000

Tamptest Alarm length @ Pulse
Alarm length @ Pulse
Entry delay @ 20 seconds
Exit delay @ 20 seconds

Display conkrask 30
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Auxiliaries

This screen displays the devices which are not included in the burglar alarm system (e.g. gas leak
detector).
It is possible to signal the presence, activate, enter a description and select a type of device.

[ TiSecurityStandard

File Edit Tools Language 7

% Language ~

EEX

MyHome central unit

=@ Burglar alarm

= zone (12)

EH common objects (2)
H connectors (1)

[ zone 1 - zona 1(1)
[ zone 2 - zona 2 (1)
[ zone 3 - zona 3(3)
[H zone 4 - zona 4(3)
B zone 5 - zona 50
B zone 6 - zona 6 (0)
B zone 7 - zona 7 ()
B zone & - zona g

[ Auxiliary (1)
@ Automations (5)
€ User preferences
=49 Installer preferences
3 Key Management (3)
1#) Scenarios (16)
=42 Dialling device
£3 Telephone number directory
&, Set calls (2)
=& Telephone Functions
Wz Block (0}
W Protocol
Bl Line test
T Telephone contrals (0)

< | 3

18022008 | 1700 | Centrale 3485

Infaormatior

3| Receive Send Event memory

= wmm Device 1 - periferica 1

Present ‘/ Yes
Active ,/ Yes
Descripkion periferica 1
TR - .
Version . onge
[ — - Relay module
[+ — F
[ — E Trasponder reader
[ — . High frequency radio receiver
[ — E Keypad with display
[ — . Connector with keypad
[ — . Transponder divider
F — E] Radio tech. alarm
Type
Select the device type
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-
mmm Technical
. Failed

. [nsertion
. De-insertion
. [ate

mmm Event from system

6.3.2 Automations

This screen shows the list of automations that can be set up (Max. 20).

The automation lets you link an execution (set with an Open command) to one specific burglar alarm
event.

Itis possible to enable/disable the automation, enter a description and select an event to be matched
with an execution to produce the automation required.

Event Field

[ TiSecurityStandard

File Edit Tools Language 7

[ Mew & open [ save i) Messages Port: COMS B Language ~ »
NB;HD"”B central unit 3| Receive send E4ent memory
=1 g Burglar alarm
2 2one (12) = @ Automation 1 ~
EH common objects (2) — < ves
B connectors (1)
Iﬂ Zone 1 - zona 1 (1) Mame automazione 1

B zone 2 - zona 2(1) Type —farm

B zone 3 - zona 3(3)

B zone 4 - zona 4(3)

B zone 5 - zona 5() Date

B zone 6 - zona & (0}

B zone 7 - zona 7 (D)

B zone & - zona 8 (D) Connecto ]

B Auziliary (1) Event Fromsysten

€ User preforences Run IS
=49 Installer preferences

Event # Intrusion

3]
&

Data input field

Event
Depending on the choice made, it is possible to select a type of event from the Type drop-down
menu; the underlying fields will be activated and dealt with later on.

Data input
Click Run to display the Open Configuration window. This can be used to define the Open Configu-
ration (manually or using the guided procedure) for the selected event.

Guided Insertion:

> Select the Open Command and select the data related to the system, to the action and to the

destination.
Automation I Scenarins} Temperature cunh’nl] Burglar alarm} Auxiliarﬂ Manual I
Type of Object Addressee
Actuator LI
~ Command lent—pot j
oM | || [pointsa |

None | Cancel | Confirm

> Click the Ok button



Type - Alarm

Event # Intrusion

Date

Alarm 24h

7

# Anti-panic
F Silent

7

Alarm end

wmm Technical

£ Auxdiary 1

£ huxiliary 2

Scenario

£ buxliary 3

Connector

Event from system £ Auxiliary 4

Run £ Auxiliary 5

- Failed

# Power on

# Power on

# Battery Failure

mm [nsertion

# Connector number

F Key

# Connector number

Type = [nsertion
Event # Scenario

ok Pk kKK

scenario 1

Division

Run scenario 2

Manual Insertion:

> Type in the Open Web Net code to create the Open Command

Configuration OPEN

Lighting' Automation | Scenariosl Temperature comroll Burglar alarml Auxiliary  Manual I

Insert manually OPEN control

[*1* 1%z

None I Cancel I Confirm I

®

> Click the Ok button

Type of event - Alarm

> Select the type of event from the drop-down menu

Type of event - Technical

> Select the type of event from the drop-down menu

Type of event - Power lack

> Select the type of event from the drop-down menu

Type of event - Enable/Disable (Insertion/De-insertion)

> Select the type of event from the drop-down menu

The associated field will be activated by selecting the Scenario event

> Click the E] button to select the desired scenario

or
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o
W Zore 2 I~ Zone
v Zone 3 I~ Zo
I~ Zone 4 I~ Zol
Cancel Ok |
Type mm Insertion
Event # Connector number
Date
e~ 8
[Evvent from systerm
Run ke ha bt 2]
Event F Hone

Date ok ok Ak |

Date of occurrence

Nurnber and jolly characters are allowed (*)

Day Month Year Hour  vlinutes

| W v e B
Ok

Type mm Event from system
Event F None
Dat *
rio
4 0o
Run R IRR

Click the button to set the division

> Anindependent window will be opened, select the zones to be divided
No scenarios can be set if there are no active zones.
> Click Ok

The associated field will be activated by selecting the Connector event

> Type in the connector number

Type of event - Date

The associated field will be activated by selecting the Date event from the drop-down menu

> Clickthe E] button

> Enter the date and time for the activation of set automatic event in the Run field.
To set an automatic event to run every day at a certain time, enter %% in the Day/Month/Year
fields, and then the Hour and the Minutes.

> Click Ok

Type of event — Event from system

The associated field will be activated by selecting Event from system from the drop-down menu.

> Click the E button

With this type of event it is possible to match two data inputs (open-open): the first through the
independent window which can be activated from the Event field whereas the second as per the
other type of event from the Run field.

> Anindependent window will be opened, enter the Open Command using the guided configu-
ration procedure, or by directly entering the instruction in the Manual section.

ConfigurationOPEN =
utomation I Scenarios] Temperature conlml} Burglar alarm] Auxiliary] Manual I
Type of Object Addressee
Actuator j
~ Command lent—pot j
oN | || [pointsa |

Cancel | Confirm

Mane |

> Click Ok



[Lh5%5 | uomation | Scanarios | Tamperature corrol | eurglar larm | Auiiary | Marwsi |

I o

e
Command. [evrooment ]
fon =] | |[erronments 5|
e | oo

Uightng| Asoriaton | scanseis | Tampeanr conrol sl | ey Morwal

Insert menually OFEN control

T —

e | oot | (]

Example of automation

- Lights ON in “Room 3" at every trespassing alarm.

BcurityStandard

dit Tools Language 7

BX

e ﬁ Open ﬂ Save d:)) Messages Port: COMS |+ %Language - »
Home central unit Receive Send Event memory Inif
Burglar alarm e e S ——— =
[ zone (12) = A
B common objects (2) tive < ves 1
B connectors (1)
B zone 1 - zona 1(1) Mame automazione 1 I—- — 2
E Zone 2 - zona 2(1) Type = farm I—- — 3
Zone 3 - zona 3(3)
[ zone 4 - zona 4(3) Event £ Intrusion I—- — 4
B zone 5 - zona 5 () Date ok ok ok k|
B zone 6 - zona 6 (0) T )
Hzone7-zona  7(0) e
B zone & - zona 8 () Connectar 0o
M Auzxiliary (1) ot From
@ Automations (1) .
€ User preferences Run R R 2 I—‘ — 5
B Installer preferences Y
#@ Key Management (3) 3 U
18) Scenarios (16) 1%
Dialling device B @
£3 Telephone number directory
% Set calls (2) B ®
& Telephone Functions @
Tz Block (0)
W Protocol ®
8 Line test @ a
T Telephone controls (0) T e —
| &
003 17:00 ‘ Centrale 3435
-
Procedure:
1 Enable automation
2 Type in the reference name of the automation (e.g. Staircase lights)
3 Select type of event - Alarm
4 Select Intrusion event
5 Enter the Open command which will activate the automation after the Intrusion event

Guided Configuration:

> Select System
> Select Action
> Select Destination

> Click the Ok button

Manual Insertion:

> Typein*1*1*3##

> Click the Ok button

LIGHTING
ON
ROOM 3
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Date of occurrence

Nurnber and jolly characters are allowed (*)

Day Month Year Hour  vlinutes
[ /0 /% [22 f30
Cancel

Liting Asomaten [cens | Tanperahrs conro| urgar i | ey |
Tom Ot Addenee

v

i frorcpon ]
foown =1 | [pomtir El
o | oo

Lightng| Asomten | Scansis | Tanperanse conwol| g aer | iy Vervial

Insert manually GPEN contol

T —

o | oo | (]

Example of automation

- Lower the blinds at 22:30 h every day.

dit Tools Language 7?

g Language ~

Home central unit
Burglar alarm

BH common objects (2)

Active
B connectors (1)
[ zone 1 - zona 1(1) Name
B zone 2 - zona 2 (1) Type

B zone 3 - zona 3(3)
[ zone 4 - zona 4(3) il
W zone 5 - zona 5(0) Date
B zone 6 - zona 6 (0)
B zone 7 - zona 7

H Auxiliary (1)
& Automations (1)
€ User preferences Run
/B Installer preferences

2 Key Management (3)
18) Scenarios (16)
Dialling device
&3 Telephone number directory
%, Set calls (2)
& Telephone Functions
Wiz Black (0

3] B
dOP G

[+

(]

3]

B zone 8 - zona X)) Connector

Receive =3 Send E Event memory Information

B 20me (12) -

¥ ves
automazione 1
m— [ate

# MNone
**J‘**r** 22-30
Division (123

hrarait 2

— 2

i
i
F1——:
—

Procedure:

1 Enable automation

2 Type in the reference name of the automation (e.g. Evening)

3 Select type of event - Date

4 Enter the date and time

To set an automatic event to run every day at a certain time, enter %% in the Day/Month/Year

fields, and then the Hour and the Minutes.

> Click the Ok button

5 Enter the Open command which will activate the automation after the Date event

Guided Configuration:

> Select System
> Select Action DOWN
> Select Destination GENERAL

> Click the Ok button

Manual Insertion:

\Y%

Type in *2*2*0##

> Click the Ok button

AUTOMATISMS
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Linting Asoraton | iy | wanual|
Tpm ot O

v — 3

S p—T—]

Insert menually OFEN control

R —

e | oot | (]

| Scanis | Tompeatrs cool | srglr | sy v

Tipe o Ot

Addesses

T ——
forr = | [ervronments El
o | e
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Insert menually OFEN control

R —

e e [Cemim]

Example of automation

- Lights OFF Room 4 when the blind is rolled up (e.g. light point 11).

[ |
B common objects (2) ctive ves I
[ connectors (1) v : I_. 2
E 2one 1 - zona 1 (1) Mame automazione 1 3
E Zone 2 - zona 2(1) Type mm Evert from system I
Zone 3 - zona 3(3) — )
B zone 4 - zona 4(3) Event £ HMone
B zone 5 - zona 5 () Date ok ok ok 52_31]
[ zone 6 - zona 6 () - ——
B zore 7 - 2oma 7 @) Scenario Division (123-----)
B zone & - zona 8 Connector 0o
H Auniifiary (1) Event from system IR 1R I— 4
@ Automations (1) I 5
€ User preferences Run RO
/B Installer preferences Y
2 Key Management (3) 4
:8) Scenarios (16) = B
Dialling device B D
&3 Telephone number directory
% Set calls (2) B ®
{8 Telephone Functions =R Y
Procedure:
1 Enable automation
2 Type in the reference name of the automation (e.g. Day)
3 Select type of event — Event from system
4 Enter the Open command which will activate the automation.
Guided Configuration:
> Select System AUTOMATISMS
> Select Action up
> Select Destination LIGHT POINT 11

> Click the Ok button

Manual Insertion:

> Typein *2*1*11##
> Click the Ok button

5 Enter the Open command which will be the automation.

Guided Configuration:

> Select System LIGHTING
> Select Action OFF
> Select Destination ROOM 4

> Click the Ok button

Manual Insertion:

> Typein *1*0*4##

> Click the Ok button
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User Code

Tamptest &larm length

alarm length

Enkry delay

Exit delay

Display contrast

6.3.3 User Preferences

This screen displays the user’s preferences.
Itis possible to change all preferences in the procedures described hereinafter.

[ TiSecurityStandard B@@

File Edit Tools Language 7

D tew 65 open [l swve |5 Paransies] ) vessaes

E!h;HDme central unit 3| Receive =bi Send Event memory
-1 Burglar alarm
= Zone (12) = €7 User preferences
EH Common obijects (2) User Code 00000
H connectors (1)
B zone 1 - zona
[ 2one 2 - zona 2(1) Alarm length Eﬁ; Pulse
B zone 3 - zona 3(3)
B zone 4 - zona 4(3)
B zone 5 - zona 5 (0 Exit delay £ 20 seconds
B zore 6 - zona 6 (0)
B zore 7 - zona 7 (D)
B zone & - zana g ()
H Auziliary (1)

E Language - »

1(1) Tamptest Alarm length EE} Pulse
Entry delay Eﬁ} 20 seconds

Display contrast g

=/ Installer preferences
2 Key Management (3)
18) Scenarios (16)
=& Dialling device
&3 Telephone number directory
% Set calls (2)
=& Telephone Functions
Wz Block (0)
W Protocol
Bl Line test

?g Telephone controls () e e e

< | >

180212008 17:00 Centrale 3485

It enables you to enter or change the user code of the Unit.

In the basic configuration the user and maintenance code are the same; they also enable you to
access all menus of the Unit.

Changing the user code will also automatically update the maintenance code as long as the latter
is not modified.

> Type in the user code in the required field

Sets the duration of the siren sound in case of an alarm due to tampering or problems related to
the SCS signal reception.

> Select one of the proposed values from the drop-down menu

Sets the duration of the siren sound in case of an alarm.
> Select one of the proposed values from the drop-down menu

Assigns the delay time for the activation of the sensors of zone 1. This allows you to pass through
zone 1 before disconnecting the system and without activating the alarm.

> Select the delay duration from the drop-down menu

Assigns the delay time for the activation of the sensors of zone 1. This allows you to pass through
zone 1 after enabling the system and without activating the alarm.

> Select the delay duration from the drop-down menu

Adjusts the display contrast of the Unit.
> Adjust the contrast with the arrows by clicking in the field
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Language

Maintenance Code

External siren Flash

Tampkest

Setl Lime

Signalling

6.3.4 Installer Preferences

This screen displays the installer’s preferences.
It is possible to change all preferences in the procedures described hereinafter.

[ TiSecurityStandard

File Edit Tools Language 7
ey pen ave arameters | Gl Messages isconnection t b5 anguage
N = O S Paramet ) M Di cti B »

E"h:HDme central unit  Receive = Send Event memary
= q§ Burglar alarm
i Zone (12) =] /‘/EJ Installer preferences

B common objects (2) Lanquage Englisch
B connectors (1)
B zone 1 - zona

B zone 2 - zona 2(1) External siren flash ¥ es
B zone 3 - zona 3(3)

1(1) Maintenance Code 12345

[ zone 4 - zona 4(3) Tamptast ¥ Active

Hzones-zona  5(0) Set time ) master
Zone 6 - zona (1)

E © Signalling S4.0N

B zone 7 - zana 7 (M
B zore & - zona 8@
B Auxiliary (1)
@ Automations (1)
€ User preferences
ﬁ Installer preferences
=2 Key Management (3)
18) Scenarios (16)
- Dialling device
£3 Telephone number directory
% Set calls (2)
- Telephone Functions
Tz Block (0)
W Protocol
Bl Line test
T Telephone controls ()

Installer preferences

Adjusts the display language of the Unit as well as the voice messages.
> Select one of the proposed languages from the drop-down menu

It enables you to enter or change the installer code (maintenance code).
In the basic configuration the user and maintenance code are the same; they also enable you to

access all menus of the Unit.
This function enables you to distinguish them in order to allow only the installer to access the

Maintenance menu of the Unit.
> Type in the maintenance code in the required field

Enables/disables the ON (3 flash) and OFF (1 flash) signaling (through the flash of the external siren)
of the burglar alarm system.

> Select Yes/No from the drop-down menu.

Enables/disables the periodic check of the interconnections between the Unit and devices con-
nected
> Select Activ./Deactiv. from the drop-down menu.

Sets the unit as a Master clock (sends the time update to all MyHome devices provided with a
clock, such as Touch Screen, Web Server, etc.) or as a Slave (receives the time update from other
devices).

Only one device of the MyHome system can be set as a Master.

> Select Master/Slave from the drop-down menu.

Activate/deactivate the audible signal at entry, exit, or both.
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Enabling

Mame

Type of key

6.3.5 Key management

The programmed keys on the Control Unit can be customized using this menu. The following fun-
ctions can be customized:

- key enable/disable

- 1D name allocation

- combination with a scenario key or with a certain division

- limitation of the use of the key to certain weekdays and/or to a certain time band.

After programming the keys on the Control Unit, establish the PC connection and click “Receive’,
to transfer the configurations of the keys to the TiSecurityStandard unit.

[ TiSecurityStandard EJ@@

File Edit Tools Language ?

D Mew D”' Open Save Parameters di) Messages Disconnection mLanguage - 2
o
E"IZHDmE central unit 3| Receive =b% Send Event memory
-1 g Burglar alarm =
= zone (12) Wi (ne1) adg ¥ Present
EH common objects (2) E (°2) 3mdmit  Present
B connectors (1)
B zone 1 - zona 1(1) E (N°3) adgj < Present
B zone 2 - zona 2(1) [ — & Not present
H zone 3 - zona 3(3) .
B zone 4 - zona 4(3) (NPE) wmmmeeemmes & Mot present
B zone 5 - zona R (1) (Neg) & Mot present
B zone 6 - zona 6 (0)
o7 Mot t
B zone 7 - zona 7 () ez © ot presen
B zone 8 - zona =N (n)} (N°8) & Mot present
H Auziliary (1)
. e & Mot present [Determine the pres:
% Automations (1) Determine the prese
€ User preferences RO ememmmemeees & Mot presert
5 ﬁ;%ataller preferences ) (TG00 [ — & Not present
b= Key Management :3
1#) Scenarios (16) LU s & Mot present
-I-{& Dialling device e J— & Hot present
&3 Telephone number directory
S Set calls (2) L © Mot present
= f@’;elephone Functions [ P — & Mot present
4 Block (O
i% F'rDU:lc(DI) [ L B & Mot present
,El Line test (R I & Mot present a
T Telephone controls (@) T i

Determine the presence of the selected key

< |

1810212008 16:03 Centrale 3485

Enables/disables the use of the key

Enter a name for the key, so that its use can be easily checked in the event memory

It indicates the type of key programmed on the Control Unit: IR remote control, keypad or
transponder
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Tvpe af subdivision

Time limitation

It can be used to link one of the sixteen programmable division scenarios, or, in alternative, a specific
division, to the key (see following paragraph).

If the system is armed with the key programmed, the scenario or the division linked to the key will
become active.

W
Click to open the drop-down menu for the selection of the division scenario

Key configuration - Key No. 1

Key No. 1
Enabling ¥ es
Mame .adg
Type of key M' IR
Division {1234----) v

Time limitation Division {1234----) |
Monday
Tuesday scenatio 2
wednesday scenario 3
Thursday scenario 4
Friday scenario S
Saturday scenario 6
Sunday scenario 7 B
Starking time scenario &
End time scenatio 9

scenario 10

scenario 11 v

Tosetadivision not set as a scenario, select Division and click . A window will appear, showing

the zones present in the system. The ones showing the v symbol are active. Click on the symbol
to deactivate them.
No scenarios can be set if there are no active zones.

r ZONe 3

v Zone 2 I~ Zone 6
v Zone 3 [~ Zone 7
v Zone 4 [T Zone 8
Cancel ok

By default, the keys are enabled to be used at all times. It is however possible to limit their use
depending on the user needs.

In the example below, the use of the key has been limited to 8.30 to 11.30, Mondays and
Thursdays.

Time limitation
Monday
[ Tuesday
[ wednesday
Thursday
[ Friday

[ saturday
[ sunday

Starting time 08:30

End time 11:30



TiSecurityStandard |36

6.3.6 Scenarios

Up to sixteen division scenarios can be created in this section. These can be selected by the user,
depending on specific needs, using the Control Unit keypad.

[ TiSecurityStandard
File Edit Tools Language 7?
D Meswy Dq' Open u Save QJ)) Messages ELanguage - ’:
tg:zT;;E;gflnunit eceive =3 Send Event memory
= Zone (12) =] ',’) Scenario 1 4
B common objects (2) Enabling ¥ es
B connectors (1)
[ zone 1 - zona 1(1) Name scenatio 1
E’ Zone2-zona  2(1) Division 1-34--
Zone 3 - zona 3(3) .
H zone 4 - zona a3 |7 *) SEEUEED X
B zone 5 - zona 5 () Enabling  es
B zone & - zona 6 {0 - o 3 4
B Zore 7 - zoma 7 @) ame: sCenario
B zane & - zona =R (1)] Division - —
H Aumh?rv (1) =] -m Scenario 3
@ Automations (1) .
€ User preferences Enabling v ves
=/ Installer preferences Name scenario 3
#2@ Key Management (3)
; SEEG —
=2 Dialling device = *) Scenario 4
&3 Telephone number directory )
% set calls (2) Enabling ¥ fes
=-{& Telephane Functions Mame scenario 4
Wz Block (0)
i |
% Protocol wisien
,@ Line test =] "m Scenario 5 3
T Telephone controls (@) pEE—
<5 | &
18/02/2008 16:03 Certrale 3485
Enabling Enables/disables the scenario
Mame Enter a name for the scenario (e.g. perimeter)

— Select Division and click E A window will appear, showing the zones of the system, marked
ivision

with the v symbol. The symbol indicates that the zones are active, and can be clicked to activate
them.
No scenarios can be set if there are no active zones.

v Zone 2 r
v Zone 3 r
v Zone 4 IR

Cancel Ok
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6.4 Configuration of the Dialling device section

In this section it is possible to set up the part of the Unit related to the Telephone Dialling Device.

The options are as follows: :

* Telephone number directory

* Set calls

* Telephone functions

* Telephone controls

[ TiSecurityStandard
File Edit Tools Language 7
[ nNew [ open [ Save ) Messages Port: COMS Bl Language ~ »
t/l);'HomE! central unit 3| Receive = Send Event memory Information
= B Burglar alarm
= Zone (12) Dialling device Section
BEH common objects (2)
B connectors (1)
[ zone 1 - zona 1(1)
[ zone 2 - zona 2 (1)
[ zone 3 - zona 3(3)
[ zone 4 - zona 4(3)
[ zone s - zona 5 ()
B zone 6 - zona 6 (0)
B zone 7 - zona 7
B zone & - zona X))
H Auxiliary (1)
@ Automations (1)
€ User preferences
=-/B Installer preferences
2 Key Management (3)
Scenarios (16)
= f& Dia !
&3 Telephone number directory
% Set calls (2)
=-£& Telephone Functions
Tz Block (0)
¥ Protocol
B Line test
& Telephane controls (0) Dialling device Section
<4 | &
1810272008 | 1700 | Centrale 3485 A

The tree structure will show the configured components with their number in brackets.
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6.4.1 Telephone number directory

In this screen it is possible to set up the jolly number and the 10 telephone numbers of the di-
rectory.

[ TiSecurityStandard

File Edit Tools Language ?

r:’I):Home central unit 3| Receive =b7 Send Event memory
=g Burglar alarm
= Zone (12) = & Jolly number i
EH common objects (2) Enabled < s
BH connectors (1)
[ zone 1 - zona 1(1) Hame fiome;
B zone2-zona  2(1) Murber 123456789 9

[ zone 3 - zona 3(3)
[ zone 4 - zona 4(3)
B zone 5 - zona 5 () Enabled < ves
B zone 6 - zona 6 (0)
B zone 7 - zona 7 (D)
B zone 8 - zona 8 (m hurnber 3333333333000000000000 30400000
B Auiliary (1) = ﬁ Telephone Number 2
@ Automations (1)
€ User preferences Enabled ¥ Yes
=-/B Installer preferences

=2 ﬁ Telephone Number 1

Mame nome 1

Name nome 2
=@ Key Management (3) J
i#) Scenarios (16) Mumber
=& Dialling device = &J Telephone Number 3
&3 Telephone number directory
S, set cals (2) v v 3
& Telephone Functions Mame rome 3
Wz Block (D)
7
Murnby
¥ Protocol il
Bl Line test S~ | =
T Telephone controls (0) ——
Define presence of the telephone number in directory
< | @
18/02/2008 17.00 Centrale 3455

Jolly number

It is the first telephone number called by the Unit when any type of alarm is detected (intrusion,
failure, technical alarm).

If the MyHome portal is enabled, make sure the Jolly number matches the telephone number of
the portal.

If the ADEMCO protocol is used, the jolly number must be the surveillance unit number.

Itis possible to enable/disable, enter a description and a telephone number.

Telephone number 1...10

It is possible to store the 10 telephone numbers of the directory in these fields. The numbers of
the directory entered will be able to be used (e.g. for being included in the 4 numbers to be called
according to the type of alarm recorded by the burglar alarm system - see “Outgoing calls”), only
if enabled in this template.

It is possible to enable/disable, enter a description and a telephone number.
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Please note: the telephone
& numbers to be matched will
appear in the drop-down
menus only if previously
enabled in the telephone
number Directory screen

=] % System alarm
Enabled ¥ ves
ﬁ nome ik
Number 2
Number 3 S
Number 4 ﬁ nome 2
=] % System Failure ﬁ nome 3
Enabled < Ves
Number 1 & rome 2

[} % System alarm

] % System failure

. ]

Enabled ¥ Yes

Mame tecnica 1
Ewent Mone

MNumber 1 ﬁ nome 1
Number 2 & rome 2

Mumber 3

Number 4

# 3

6.4.2 Setting up calls

This screen lets you match some telephone numbers stored in the directory with the alarm events
detectable by the burglar alarm or any specific Open event chosen by the user.

When a specific even occurs, the Control Unit will call the set phone number and communicate the
type of alarm that has occurred using a voice message (see chapter “Messages”).

[ TiSecurityStandard
File Edit Tools Language 7
D ey ﬁ Cpen Save Parameters Q’) Messages Disconnection Part: M5 mLanguage - »
o3
M);Hume central unit 3 Receive = Send Event memary Information
=g Burglar alarm -
= Zone (12) = % System alarm ~
B common objects (2) Eriabled < Ves
H connectors (1)
[ zone 1 - zona 1(1) Mumber 1 a nome 1
B zone 2 - zona 2(1) Number 2 58
[H zone 3 - zona 3(3)
Hz Mumber 3
'one 4 - zona 4(3)
B zone 5 - zona 50 Mumber 4
B zone 6 - zona 6(0)
= System fail
B zone 7 - zona 7 () ) CPEEE T
B zore 8 - zona a@ Enabled ¥ ves
B Auxﬂle.lry (1) MNumber 1 a nome 2
@ Automations (1)
€} User preferences Humber 2 L3 rome 2
=4 Installer preferences Mumber 3
2 Key Management (3) L
1#) Scenarios (16) Mumber ¢
=8 %alling device = % Event1
Telephone number directory
w Y cet calls (3) S ¥ ves
=-#& Telephane Functions Mame tecnico 1
Tz Block (D)
Event M
% Protocol ven one
Bl Line test Humber 1 v
T Telephone contrals (0) R
< | &
180202008 | 1700 | Centrale 3485

Calls following a System alarm event and System failure

> Enable/disable the event

> Select the telephone numbers of the directory to be matched with the event from the drop-down
menu (max. 4 numbers)

Calls following an Open event

Enable/disable the event
Type in the reference name

Enter the OPEN command which will initiate the call

vV V V V

Select the telephone numbers of the directory to be matched with the event from the drop-down
menu (max. 4 numbers)
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Enabled For outgoing calls

Mumber of rings in answering

Zall cycles

6.4.3 Telephone functions

This screen displays the telephone functions that can be customized.
Itis possible to change all functions in the procedures described hereinafter.

[ TiSecurityStandard

File Edit Tools Language 7?

D ew G oven [l e EOp—

MyHorme central unit
- Burglar alarm
= 2one (12) = 2 Telephone Functions

% Language ~ 2

3 Receive =% Send Event memory

I Common objects (2) Enabled for outgoing calls ¥ on

[ connectors (1)

B zone 1 - zona 1(1) Mumber of rings in answering - S rings

B zone 2 - zona 2(1) Call cycles @ 4cydes
BH zone 3 - zona 3(3)

B zone 4 - zona 4 (3) Call delay 9y 10 seconds

B zone 5 - zona 5 () DTMF/PULSE - OTMF
Zone 6 - zona 6 {0
E Zome 7 - z0na . EU; Call wait for power lack @j 30 min.
B zone & - zona =R ()] Remote management - 1o
B AUXIIIE_".V (1 Answering presence @ Mo
@ Automations (1)
€ User preferences Enabling of sound diffusion ¥ Yes
= ﬁ Installer preferences Wait between successive calls @j Maone
@ Key Management (3)
Remote assistance @ Mo

1#) Scenarios (16)
- Dialling device
&3 Telephone number directory
% Set calls (3)
SR Telephone Functions

Yz Black (0)
¥ Protocol
Bl Line test

T Telephone controls (0)

Telephone Functions

< | 3

18102/2008 1700

Centrale 3485

Enables/disables the dialling device to make telephone calls.

> Select Yes/No from the drop-down menu

If this function will be disabled and if a protocol (MyHome Portal or ADEMCO) is active, the following
message will appear:

Attention

? | Ondeselecting this option all the protocals wil be disabled,
“--2/ Continue?

> Click the Yes button

The function is now “Enabled for outgoing calls” and the “MyHome Portal” service is disabled.

Sets the number of rings, after which the dialling device answers a call.If there’s an answering ma-
chine, the number of rings shall be higher than the one set for the answering system.

> Select the number of rings from the drop-down menu

Determines the number of times the dialling device will repeat calls to the numbers from which it
did not receive an answer.

> Select the number of cycles from the drop-down menu
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Zall delay

CTMFPILSE

Zall wait For power lack,

Rermoke rmanagerment

Answeting presence

Enabling of sound diffusion

Wait between successive calls

Remoke assistance

Sets the delay time, following an alarm, before the call cycle is started.
> Select the delay time from the drop-down menu

Allows you to set the type of line.
> Select DTMF (tone dialling line) or PULSE (pulse dialling line) from the drop-down menu

Sets the time between the moment power goes off and the starting time of the Unit telephone
calls.

> Select the waiting time from the drop-down menu

Enables/disables the management of the burglar alarm system from the telephone line.
> Select from the drop-down menu:
USER: Remote control can only be performed by the user.
MANAGER: Remote control can only be performed by the Surveillance Unit.
ON: Remote control can be performed by the User and by the Surveillance Unit.
OFF: Remote control is disabled.

Informs the dialling device that an answering machine is installed on the telephone line.
> Select Yes/No from the drop-down menu.

Enables/Disables the possibility to send remote voice messages to the room (via the Unit loud-
speaker and if connected from the sound system) and the room listening function via the Unit
microphone.

> Select Yes/No from the drop-down menu.

Assigns the waiting time between one call and the next.
> Select the waiting time from the drop-down menu

Enables/disables entry remote assistance calls for the surveillance units using the ADEMCO protocol.
Remote assistance is only possible if the 3485STD control unit is in “System Test” mode.
> Select Yes/No from the drop-down menu
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6.4.4 Block (Lock)

In this screen it is possible, through the options available in the “Enabling” drop-down menu, to de-
cide not to lock the open commands remotely, to lock all of them or to set up to 4 Open commands
that cannot be performed remotely.

[ TiSecurityStandard

File Edit Tools Language 7

D vew & open [ sove ) wessages o | s - »

M)"Home central unit 3 Receive ﬂ Send Event mermory

- Burglar alarm
= B zone (12) & 1o oce v
B common objects (2) @
H connectors (1) B
[ zone 1 - zona 1(1) | ¥
[ zone 2 - zona 2(1) | ®
[ zone 3 - zona 3(3)
[H zone 4 - zona 4(3)
B zone 5 - zona 50 &
B zore 6 - zona 6 ()
B zore 7 - zona 7@
B zone & - zona g ®
B Auxiliary (1)
@ Automations (1)
€ User preferences @
-9 Installer preferences
2 Key Management (3)
1#) Scenarios (16)
- {2 Dialling device
£3 Telephone number directory
% Set calls (3)
--{& Telaphane Functions
Tz Block (0}
¥ Protocol
B Line test
T Telephone controls (0)

F sockal

; Customised

Enabling
Define enabling of blocks

< | @

18102/2008 17:00 Centrale 3485

> Select type of lock from the “Enabling” drop-down menu

If you select “Customized” it will be possible to define the filters described hereinafter.

Enabling £ customised
Yz OPEN filter 1 o

Z e > Enter a description for the filter
Description
Event SCENARIOS (all) (all) (*0*** ) > Enter the Open command you

want to lock.

dad &
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6.4.5 Protocol - MyHome Portal

This screen displays the setups for managing the system through the MyHome portal.
> InType select MyHome Portal.

> Typein the password OPEN to access the system.

> Type in the System identifier provided by the MyHome portal

[ TiSecurityStandard

File Edit Tools Language 7

[ New (& open [ Save ) Messages Port: COMS B Language ~ »
I t/l\ﬁHDme central unit €3 Receive = Send Event memary Information
=1 g Burglar alarm
= [ zone (12) = [ Protocol

EH common objects (2) Type % MyHome Portal
B connectors (1)
B zone 1 - zona 1(1) Code 12345
Hzone2-zona 2(1) System identifier 12345

B zone 3 - zona 3(3)
[ zone 4 - zona 4(3)
B zone 5 - zana 5 ()
B zone & - zana & ({0)
B zone 7 - zana 7
B zore & - zana X))
H Auxiliary (1)
@ Automations (1)
€ User preferences
=48 Installer preferences
=3 Key Management (3)
18) Scenarios (16)
=-#& Dialling device
&3 Telephone number directory
% Set calls (3)
=-£& Telephone Functions
Tz Block (0

erotocal
B Line test
T Telephone controls (0) e —
& | &
[1smzo008 | 1700 | Centrale 3485

After enabling the My Home Portal, if the Control unit is not “Enabled for out calls”, the fol-
lowing message will appear:

Attention

\1 } To enable the portal service activate the option "Enabled bo outgoing calls” in Telephonic Functions

> Execute the operations described in the message and repeat the operation

When the My Home Portal is enabled, the Jolly number must be the portal telephone number.

Enabled < ves

Mame Partal

Mumber 02/123456759
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Please note: the ADEMCO
& protocol can only be acti-

vated if the Control unit is

“Enabled for out calls”

6.4.6 Protocol - ADEMCO

This setting enables automatic sending of alarm notifications and events to the surveillance unit

using the Contact ID protocol.

> InType select ADEMCO Service
> Enter the ADEMCO ID supplied by the surveillance unit

[A TiSecurityStandard

File Edit Tools Language 7

D ow G5 ovn [ swe Ep— ,

I;\d):HDme central unit 3 Receive =7 Send [=] Event memory
- g Burglar alarm
= m Protocol

= 2one (12)

E Language ~ b

B common objects (2)
[ connectors (1)

[H zone 1 - zona 1(1) Level - vl 1
B zone2-zona  2(1) ADEMCO identification 12345

[ zone 3 - zona 3(3)

B zone 4 - zona 4(3)

B zone 5 - zona 5 ()
B zone 6 - zona 6 (0)
B zone 7 - zona 7 (@)
B zone 8 - zona 3 ()
H Auxiliary (1)
@ Automations (1)
€ User preferences
=48 Installer preferences
F2 Key Management (3)
:8) Scenarios (16)
] Dialling device
Telephone number directory
%, Set calls (3)
=& Telephone Functions

Tz Block (0)
W Protocol
J Line test
T Telephone controls (0) Tond
Define the presence and type of protocol required. The Ademco protocol can only work with control units
< | | | 3500N and 3500GSM produced from November 2006, It does not work with control units 3500,

Centrale 3485

[ 1smzoos | oo |

> Select the surveillance service level (refer to the table)

[ TiSecurityStandard

File Edit Tools Language 7

LvﬂzHDme central unit Receive Send Event memory Informatio
-1 g8 Burglar alarm

=] 2one (12) = % Protocol

B Common objects (2) Type GEE ADEMCO service

H connectors (1)
R 3

B zone 1 - zona

E Language ~ X

BHzone2-zona  2(1) ADEMCO identification
B zone 3 - zona 3(3)
B zone 4 - zona 4(3)

B zone 5 - zona 5 ()
B zone 6 - zona & {0)
B zone 7 - zona 7

Adem . . .
?:vefo Events signalled to the Surveillance control unit
1 Intrusion, anti-panic and tampering alarms
2 As level 1 + system signals (e.g. battery flat, power cut)
3 As level 2 + technical alarms (auxiliary commands)
4 As level 3 + switching ON and switching OFF events
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6.4.7 Line test

The Control unit can be set to check the good working order of the telephone line at set times and
intervals.

> Set the frequency for the completion of the test
> Enter the Test Start Hour and Minutes.

[A TiSecurityStandard

File Edit Tools Language 7

D Mew ﬁOpen ﬂ Save Eﬂ’)) Messages Port COMS '+ %Language - 2

E’h:HDmB central unit Receive =3 Send Evenit memory Information
=g Burglar alarm
= [ zone (12) = [3 Line test
EH common objects (2) — &5 24 hous

B connectors (1)
B zone 1 - zona
B zone 2 - zona 2(1) Starting minute L Jii]
[ 2one 3 - zona 3(3)
[ zone 4 - zona 4(3)
B zone 5 - zona 5 ()
B zone 6 - zona 6 (0)
B zone 7 - zona 7@
B zone 8 - zona 3(0)
H Auzxiliary (1)
@ Automations (1)
€ User preferences
=49 Installer preferences
2 Key Management (3)
18) Scenarios (16)
=28 Dialling device
£3 Telephone number directory
% Set calls (3)
=& Telephone Functions
" Block (1)
W Protocol

1(1) Starting hour —-— 7

T Telephone controls (0) T

>

| 18212008 1603 | Centrale 3485
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6.4.8 Telephone commands

In this screen it is possible to set up telephone commands which can later be executed by the user
through simplified codes consisting of just 4 digits, through the Unit keypad or by telephone.

> Enable/disable the command
> Typein the reference name

> Enter the command open code.

[ TiSecurityStandard Q@@
File Edit Tools Language 7
L"lﬁ;’Home central unit 3 Receive = Send Event memory
- g8 Burglar alarm
2 Zone (12) = Ty Telephone control 1 - (9911)
B common objects (2) Eriabled < es
H connectors (1)
[ zone 1 - zona 1(1) MName comando 9911

Bover o 20 (O B

[ zone 3 - zona 3(3)

[H zone 4 - zona 4(3) G
B zone 5 - zona 50 2R~
B zone 6 - zona 6(0) 8 %
B zone 7 - zona 7 ()
B zone 8 - zona g 2 B
B Auxiliary (1) B %
@ Automations (1)
€ User preferences Y
=B Installer preferences B %
2 Key Management (3)
1#) Scenarios (16) RSN

-2 Dialling device
£3 Telephone number directory
&, Set calls (3)
- {2 Telephone Functions
Tz Block (1)
W Protocol
Bl Line test

% Telephone controls (1) =

Define OPEN event to be executed by Telephone control

< | =

18/02/2008 17.00 Centrale 3485

In this case, by remotely typing in the command 9911, the user will switch on the entrance lights
whereas if 9901 is typed in, they will switch off.

The user can record a personalized voice message only for the first 4 telephone commands (see
chapter “Messages”).
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7. Messages In this section, it is possible to manage voice messages which are sent from the Unit to the set
telephone numbers when a particular event occurs or as an answer to telephone commands sent
by the user.

7.1  Work area

[ TiSecurityStandard

File Edit Tools Language ?

D Meswne D”' Open ﬂ Save ﬂ Parameters IQJ)) Messages| IE Disconnection Port 1445 %Language - 2
@ serd E‘ Listen #3| Receive ﬁ Import wav } Listen r @ Record

Message Content
=[] common messages -~

O (]B) Speaker presence (2 sec.)
O QJ)) Code request (2 sec.)
1 <) MyHome (2 sec.)
1 ) Run controls (2 sec.)
= [] Antintrusion messages
[ i System connected (1 sec.)
[ i) System disconnected (1 sec.)
[C] i System stake (2 sec.)
[C] i System in 24 hours alarm (2 sec.)
O QJ)) System in antintrusion alarm (2 sec.)
| ql)) System battery Failed (2 sec.)
O Qa) Pawer lack {1 sec.)
= [[] Answers to automation controls
O qi)) Stop {1 sec.)
O QJ)) ON (1 sec.)
[ <) OFF (1 sec.)
[ < up (1 sec)
1 ) Down (1 sec.)
[ i) state (1 sec.)
[[] i Attention (1 sec.)
[ i Executed (1 sec.)

[ I Y Y =
Fixed messages

Speaker presence {2 sec.)
PRESS & MUMBER.
Message sent to invite the speaker ko press a pushbutton from remote device

18102/2008 17:00 [ Centrale 3485

The screensin the“Messages”section display the messages related to the type selected in the bottom
menu (fixed Messages, Presentation, customizable Calls, telephone Commands); it is possible to
select the various templates by clicking the corresponding buttons.

The screens are divided into two columns: the tree-structured Message column includes the mes-
sages whereas in the Content column it is possible to enter a name which identifies the message.
The messages will have a green background.

At the top part of the screen there is a message management bar and at the bottom there is a zone
where there will be different information related to the selected message.

Sends a message to Receives all messages Stops emitting/recording a
the Unit from the Unit message
‘ | send l:f Listen 43 Receive ﬁ Imnpart way ' Listen @ Record
Emits a message from the Imports an Emits a message Records a
Unit loudspeaker audio file message

Message (message length)

Speaker presence {2 sec.) Q

PRESS & MUMBER. Example of the message voice contents
Message sent b invite the speaker ba ﬁ

Description of the message function
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Edit | Tools Language ?

Import messages from project . . .
Import configuration data from project
Load pre-defined audio messages

Select all messages

Chrl+A

Select all fixed messages

F9

[ TiSecurityStandard

File Edit Tools Language 7
D Mesye @Open u Save

ﬁ Par:

Send Listen Receive

fad!

7.2 Exchanging voice messages with the Unit

7.2.1 Sending voice messages

This function allows you to send one or more messages to the Unit.

> Execute the Connection to Unit procedure

SecurityStandard

File Edit Tools Language ?
[ New & open [ Save /@ Parameters M))) Messages| “E Disconnection port COMS - EElLanguage ~

Send Listen Receive ﬁ’ Import way ’ Listen [ Stop . Record

Message Content
=] Common messages

= [] Antintrusion messages

= |:| Answers to automation controls

Common messages
Interaction general messages

|13m2x2003 [ 1700 | Centrale 3485 |File:
A

> Select by ticking the box next to the message to be sent
or select all messages

> Choose Select all messages from the Edit menu or

Select all fixed messages as needed

> Click Send from the message management bar

TiSecurityStandard
I— Wait ..

|

Details |

Sending programming request

wait until the procedure has been completed
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7.2.2 Listening to messages from the Unit loudspeaker

This function allows you to listen to the message selected from the Unit loudspeaker.

> Execute the Connection to Unit procedure.

> Select a message; the message will be highlighted.

[ TiSecurityStandard

File Edit Tools Language 7
[ New & open [ Save /D Parameterd

@5end P Listen 45 Receive A Import > Click Listen from the message management bar

Message

The message will be emitted from the Unit loudspeaker.

7.2.3 Receiving voice messages

This function allows you to receive all messages included in the Unit.

> Execute the Connection to Unit procedure

[ TiSecurityStandard

File Edit Tools Language 7?
D Meswe ﬁOpen ﬂ Save pParame‘teF

@ send B Listen €7 Receive | @ Import > Click Receive from the message management bar.

Message

The following message will appear

Please note: the messages in
the current project file will be
overwritten.

\?() Are you sure vou want to load the unit messages #

es Mo

> Click the Yes button

TiSecurityStandard

= Wait ., . .

Block reading 0 sub-block 1

Details

When the procedure has been completed, the Unit voice messages will be available in the Messages

section for future verifications/changes, if required.
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7.3 Voice message commands

7.3.1 Importing an audio file

SNosouci This function allows you to import an audio file.

ﬂ Save ﬂ Parameters

> Select a message; the message will be highlighted.
> Click Import wav from the message management bar

Receive ﬁ Impart wav ) Listen

Content

The following screen will appear

Import audio File IE]EJ
Look in: |E)Proiel:ls _'J £ B

My Recent

Documents

My Computer
My Network — File name: I\ lJ l&l
Flaces
Files of type: |File wav ["wav) L] ﬂl

-

> Select the audio file (. wav) from where you want to import the messages

The installation directory includes the folder “Wave’, in which the voice messages are con-tained
and divided into folders according to the language.

The audio file must have the following features:

- maximum duration as per description (... sec.)

- type.wav

- sampling: PCM 8Khz

- resolution: 8 bit Mono

> Click the Open button

_ 7.3.2 Emitting a voice message

This function allows you to emit a message from the PC loudspeaker

Parameters |QJJ) Messages| E Disconnection

> Select a message; the message will be highlighted.
> Click Listen from the message management bar. the message will be emitted
> Click Stop from the message management bar to stop

# Import wav | Listen “top @ Record

Content

7.3.3 Recording a voice message

. . This function allows you to record a message
e @ Record > Select a message; the message will be highlighted.

> Click Record from the message management bar
> Start recording by speaking in a normal voice from a microphone connected to the PC
The recording will automatically end when the preset time for the message has elapsed.

becurityStandard 7.3.4 Retrieving voice messages
Edit | Tools Language 7

Import messages from project . . This function allows you to retrieve voice messages set up for the Unit

Import configuration data from project . . .

> Select Load pre-defined audio messages from the Edit menu

Load pre-defined audio messages

Select all messages Ctrl+a The pre-defined audio messages will be retrieved by overwriting those of the current project.

Select all fixed messages F9
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8. Update Firmware

This function allows you to update the permanent basic software (firmware) in the unit through
revision procedures distributed by Bticino

> Select Update Firmware from the Tools menu

[ TiSecurityStandard

File Edit Language 7
@Parameters

QJJ) Messages

a C]l)) Messages Connection

port COMS '+ | Daalangusge ~ htlnlnu .

Zone 1-Zone 1 (0)
B zore 2 - zone 2 (@)
B zore 3 - Zone 3 (@)

B Zrmm A - P A ON

The Download Firmware screen will appear

Opens an
update file

X Download Firmware

Itis activated after
loading the file

Unit is connected

File  Tools

_@] Select file. .. (’éﬁ» Info . Update
L

Exit = Serialport COM5 =

Receive Send Event memor Information

MyHome burglar alarm switchb.
Stops the update Exits the Selects the serial port
procedure. screen of the PC to which the

Details
bhiemnmo-
File: none
Update file loaded Starts the update procedure.

It is activated after loading the file

Displays a template contai-
ning information about the

Firmware

Displays log of activities

executed while

downloading

The above commands are also available in the File and Tools drop-down menu.

> Click the Select file button

X: Download Firmware

File  Tools

Ext = Serialport COMS ~

Details
hemno-

File: none
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The following screen will appear

Select Firmware File @

Laok in: “j Projects j 5 E-

", =) 3486 _06 1500, Fwz
My Recent
Documents

f

<

=
= o
A“S‘L. 3
@ s i
, 2\ z=
Z -]

El

@

My Computer

My Metwork  File name: I\ LJ Open |
laces
Files of type: | Firmware File [ Fwz) =] Cancel

e

> Select the update file (.fwz)
> Click the Open button

The Update button is now available

X2 Download Firmware @

File  Tools

@]saem file. .. @ Infa g" Update
3 =

Exit  Serialport COM5 =

Details
hhiemno-

File: 3486_061500.mot

> From the Port drop-down menu, select the serial port of the PC you want to connect the Unit to.

> Click the Update button

The following message will appear

Attention

1 - Switch unit to maintenance
Z - Connect device programming cable
3 - Push Ok

ok | Caticel

i ) To update the device execute the Following oper ations:

Execute the required operations and then click OK



1ICINO s

Select the
maintenance
menu of the Unit

Slide switch

MANUTENZIONE
Programma chiavi
Test sistema
Apprendimento
Config. sistema
ulolsﬂoloﬂ

Flip the slide switch to off

Click the OK button

Connect the programming cable to a serial port or a USB
of the PC and to the 6-way connector of the Unit.
Press the reset button.

Reset button

o

Item 3559

9 - —ells—>

The application performs a comparison between the selected firmware and the Control Unit fir-
mware.

If the selected firmware is an older version than the one on the Control Unit, a warning will ap-
pear.

1 ? ) As the procedure continues, the device will change from version 6,15 to version 6,11,

Cantinue ¥

click NO to terminate the update program

Attention

-
\1 ) Disconnect: the programming cable from the device and press Ok,

> Disconnect the programming cable and press OK
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If the selected firmware is a more recent version than the one on the Control Unit, the update
procedure will continue without any other messages.

Y. Download Firmware @

File  Tools

Send block 323 | 1536

Elapsed Time 95 sec. h llﬂln.”

File: 3486_061500.mot

When the update procedure has been completed, the following message will appear along with
an audible alert

TiSecurityStandard

Operation successfully completed

I@ - Remove programming cakble from unit
-Push reset pushbutton on the rear of unit

> Disconnect the programming cable from the Unit
> Click the OK button

> Press the Unit reset button.

The Unit firmware is now updated.

Once the updating process has been completed it is possible, by clicking on Detail, to display a
window which lists the activities carried out during the firmware download operation.

19/02{2008 08:21:26
@ Start firmware updating procedure

|

= 19/02{2008 08:21:27
@ Check firmware protection

19/02/2008 08:21:27
@ Setting serial parameters

19/02/2008 08:21:27
@ Send firmware data

19/02{2008 08:23:18
&) Close communication port

19/02{2008 08:23:24
@ End firmware updating procedure

=

Ermpty Export . . . Quit
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